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ABSTRACT 

High-quality data transmission is the primary objective of WSN for achieving quality of service. 

Heterogeneous wireless sensor networks (HTWSN) can be used to deploy in sensitive and unmanned areas 

to monitor the objects. HTWSN is high configured network used to capture high-quality images and videos 

of targeted objects. During the data transmission in HTWSN, we identified that, the formation of 

interference with in the network due to link capacity overhead. Due to that, the quality data transmission is 

not possible through the network. In this research paper, we described the deployment of HTWSN network 

and identifying the primary sources for interference and introducing the proposed Interference 

Minimization Protocol (IMP). The IM protocol has achieved better quality of service by minimizing the 

interference in HTWSN. 
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I. INTRODUCTION 
Wireless sensor network (WSN) is an emerging 

technology consists of small sensor nodes having 

low power, limited communication and computing 

capabilities. Heterogeneous and homogeneous are 

two modes of deployments in WSN. Heterogeneous 

WSN (HTWSN) is having distinct configured sensor 

nodes which are highly effective and economical for 

military applications as compared to homogeneous 

WSN (HOWSN). HOWSN is having low configured 

sensor nodes which may not handles complex events 

for longer duration. HTWSN consist of few sensors 

are highly capable in terms of sensing, computation, 

wireless communication. These nodes are having 

electro optic capability [1] to capture the images and 

videos of sensor targeted objects [2]. Large numbers 

of low configured sensors are deployable as 

intermediate nodes (IN) in HTWSN. All these 

devices cooperatively establish the HTWSN to 

monitor targeted objects from remote locations and 

transmit the sensed data to destination node (DN) 

over flexible network architecture. However, 

interference is the major problem results data 

collision, high packet drop and high end to end delay 

and minimization of network life time. Due to the 

interference [3], the HTWSN will become useless 

for user community. 

 

II. RELATED WORK 
Jenn-yue Teo [1] proposed I2MR protocol for 

minimization of interference by discovering the node 

dis-joint multiple paths for load balancing. Gerla and 

Xu [2] propose the deployment of large-scale sensor 

network with deployment of Unmanned Air Vehicle 

(UAV) for high rate of streamlining in WSN. Jain et 

al [3] considered the effects of interference in 

wireless sensor networks. Pearlman et al [4] 

demonstrated benefits of multipath load balancing 

for multichannel wireless networks. Nguyen et al 

had given [5] the electric field lines to select 

physically separated paths for multi load balancing. 

Based on the review of all these related works, we 

propose interference minimization protocol in 

HTWSN.    

 

III. HTWSN DEPLOYMENT 
Large numbers of low capable sensor nodes 

(LCSN) and few number of high capable sensor 

nodes (EOSN) are air dropped into area of operation 

(AO). The nodes can establish the network with 

provided bandwidth and frequency by unmanned air 

vehicle (UAV) or base station. The High-power 

gateway sensor nodes (HPGSN) are known as DN or 

sink nodes are located near the HTWSN to receive 

the data to forward the control station (CS). DN 

nodes are capable of linking up the ground HTWSN 

and UAV. When targeted objects may enter into the 

AO, EOSN of respective location can start to capture 
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the images of the enemy object images of object. 

This information can forward to the DN through 

LCSN in multi hop mode through the shortest routes 

for efficient load balancing [4]. The data DN 

receives the data from HTWSN and forwards to 

control station (CS) through UAV. The received data 

at CS can helps to take intelligent decisions. 

IV. PROBLEM STATEMNT 

4.1 Identifying Interference in Heterogeneous 

WSN 

After deployment of HTWSN, source nodes 

(SNs) can start the sensing the enemy objects’ data. 

The SNs can send the data packets to intermediate 

nodes (INs) which are in the active route towards 

DN. The IN nodes receive the data and send to DN 

through multi hop mode. Due to simultaneous data 

packets transmission by multiple SNs to 

intermediate nodes, the interference can exists at any 

IN with in the network. Because all the nodes within 

the network are sharing same wireless medium. 

Once if any node experiences the interference, it can 

lose its healthy physical properties like quick 

discharge of battery, poor performance, high packet 

dropping and high end to end data delivery [13].   

Consider the network with two sender nodes SN 1 

and SN2 , IN n is intermediate nodes DN sensor 

nodes, CL n is communication links between nodes, 

RP n is routing path and total number of nodes are N.  

N= 𝛴(SN n + IN n) where n>=1           (1) 

RP (SN n to DN) = , n >= 1              (2) 

 

Node level interference [14] is Ω and estimated 

based on the link capacity α between the node N i 

and its sender node SN i.  α is estimated as 

 

α = 1/ (Ps + As)             (3) 

 

Ps is the number of packets successfully transmitted 

through the link and As is number of successful 

acknowledgements received by SN I from N i. if the 

data packet delivery through the link is beyond its 

capacity leads to  interference. So each node with in 

the network should have to estimate the required 

number of data packets to transmit through the link 

based on the pre estimated link capacity. The data 

packet delivery overhead over link is β, δ is the total 

number of packets transmitted during the data 

delivery process, γ is the number of data packets 

successfully received at receiver node. β = δ / γ 

where β=1. If the β is exceeding the value 1 which 

indicates the link between the two sensor nodes are 

experiencing interference. 

V. INTERFERENCE MINIMIZATION 

PROTOCOL (IMP) 

IMP in heterogeneous Wireless Sensor 

Network can efficiently estimates the link capacity 

of each link between the any nodes. IM protocol can 

consider the following assumption as static 

HTWSN, location of SN and DN are known, single 

radio channel and uniform transmission range for all 

the sensor nodes. The IM protocol can estimate the 

link quality of each link which is exists between the 

nodes in active route. Based on the link quality 

factor, the nodes can estimates the required number 

of data packets delivery through the link to its 

neighboring nodes. The data delivery ratio Π = γ / δ. 

When simultaneous data transmission takes place 

through routing paths within the network, the nodes 

and their communication links are affecting highly 

with interference [9]. IM protocol can estimates the 

interference factor on each link [8]. Based on the 

estimation of IF value for the link, the IM protocol 

can decides the number of data packets can be 

released through it. When the nodes IF value is 

higher than defined threshold value of the link, IM 

protocol concludes the link is poor quality link. 

Many routing protocols like AODV [7], DSR, 

DSDV and I2MR don not consider the link quality 

during the data delivery phase. Even though the 

efficient route established in WSN, but link quality 

will not consider which results poor quality of 

service [12]. However, IM protocol identifies the 

total number of nodes N and their communication 

links CL n. There are three types of links active, 

passive and hybrid. Active link is communication 

links in between the active nodes, whereas passive 

link quality means communication links between the 

nodes which are not involving in the route.  Hybrid 

links means the links between active and passive 

nodes. IM protocol can mainly focus on the active 

links. The sender node communication area is CA. 

The CA can be divided in to three equal regions as 

CA1, CA2, CA3. The sender sensor node estimates the 

distance D from itself to receiver node. If D value is 

0>=D<= CA1, the sender node can have good 

communication link and D value is CA1>=D<= CA2, 

the communication links is moderate. D value is 

CA2>=D<= CA3, the communication links is weak. 

IM protocol prefers the moderate communication 

links MCL n to maintain the better communication 

link quality and optimized routes. During the 

neighbor node discovery phase, nodes can start the 

identification of each node within the network. In 

this phase the Hello message can be broadcast in the 

network. T1 is the time of Hello message sent by the 

sender node. T2 is the tome of reply Hello message 

received by sender node form receiver node.  

 

TD = T2- T1                         (4) 
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If TD is higher than threshold time TT the link quality 

of MCL n is low MCL L. The TD is equals to TT the 

link quality moderate MCL M and TD is less than TT, 

the link quality is high MCL H. So IM protocol is 

prefers the MCL H for high quality data delivery. But 

many times high quality links may not available 

within the network for route constructions. During 

the situation, it is highly essential to estimate the 

link capacity. The link capacity α can estimate 

through equation 3.   

VI. RESULT ANALASIS 

All of our experiments are conducted based 

on simulations with static heterogeneous wireless 

sensor network. IM protocol is implemented in 

GloMoSim simulator [15]. Consider the scenario 

with heterogeneous sensor nodes in 1000*1000 

terrain area dimension. The type of deployment is 

random deployment and no mobility of the nodes. 

The propagation limit is -111.0; noise level is 10 and 

radio type is used as RADIO-Accnoise, which is 

stander radio model and available bandwidth is 

244.14KB, frequency 2.4 GHz ISM. The routing 

protocol is interference minimization protocol (IMP) 

where the interference zone hot spot nodes and links 

are identified in HTWSN. With this mechanism, the 

energy consumption and traffic load is minimized. 

Figure 1, describes the interference level at node in 

the network without IM protocol by introducing 

single and multiple events in to the network. We 

observed that, the nodes experienced high 

interference. Figure 4, represents the interference 

minimization with IM protocol at node and link 

level. IM protocol has given satisfactory results for 

single and multiple events during high traffic 

conditions also. The energy consumption can also 

estimate at each node with the IM protocol and with 

IM protocol. Figure 3 and 4 are represents the 

energy preservation with IM protocol. IM protocol 

has given satisfactory results to extend the network 

lifetime.   
 

 

 

 

 

Fig 1. Interference level of a sensor node in HTWSN with single 

events (blue color) and multi events (red color) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig: 2 Energy Consumption due to interference with single events 
(blue color) and multi events (red color) 

 

 

 

 
 

 

Fig: 3 Energy Consumption with IM protocol in HTWSN with 
single events (blue color) and multi events (red color) 

    

 

 

 

 

 

 

Fig: 4 Interference minimization with IM protocol in HTWSN 

with single events (blue color) and multi events (red color) 

VII. CONCLUSION AND FUTURE 

DIRECTIONS 

Interference minimization protocol (IMP) has 

implemented successfully for heterogeneous WSN 

environment. It is tested with various simulation 

parameters like single and multiple events detection. 

The IM protocol has given satisfactory results in 

terms of energy saving and performance in 

heterogeneous WSN environment at variable data 

traffic load. We are extending our research work on 

the proposed protocol to improve the performance 

by increasing the node density up to 500 nodes.  

REFERENCES 

[1] Jenn-yue teo,yajun Ha and chen- knong tham,     

Interferences minimization multipath Routing 

with      congestion control in Wireless sensor 

network for  highrate streaming, IEEE 

transactions on mobile computing, Vol 7, 

No.9, 2008. 

[2] Mario Gerla, Kaixin Xu, Multimedia 

streamlining in large scale sensor networks 



Kakelli Anil Kumar et al. Int. Journal of Engineering Research and Applications        www.ijera.com 

ISSN: 2248-9622, Vol. 5, Issue 12, (Part - 3) December 2015, pp.34-38 

 www.ijera.com                                                                                                                                37 | P a g e  

with mobile swarms, SIGMOD, Vol 32, no.4, 

2003. 

[3] K. Jain, J. Pandhye, V.N.Padmanabhan and L. 

Qiu, Impact of  Interference on multihop 

wireless networks, In: Proc MOBICOM’03,pp 

66-80, 2003. 

[4] M.R Pearlman, Z.J.Hass, P.Sholander and 

S.S.Tabizi, On the impact of alternative path 

routing for load balancing for mobile ad_hoc 

networks, In: Proc MOBIHOC’00,pp3-10, 

2000.   

[5] N.T. Nguyen, A.-I.A. Wang, P. Reiher, and 

G. Kuenning, Electric Field-Based Routing: 

A Reliable Framework for Routing in 

Manets, SIGMOBILE Mobile Computing and 

Comm. Rev., vol. 8, 2004.35-49 

[6] Y. Wang, H. Lin, and S. Chang, Interference 

on Multipath QoS Routing for Ad Hoc 

Wireless Network, in ICDCSW'04, IEEE 

Computer Society, 2004, pp. 104-109. 

[7] M. K. Marina and S. R. Das, Ad hoc On-

demand Multipath Distance Vector Routing, 

Wireless Communications and Mobile 

Computing, vol. 6, no. 7, 2006, pp. 969–988. 

[8] P. Agrawal and G.K. Das, Improved 

Interference in Wireless Sensor Networks, 

Distributed Computing and Internet 

Technology, 2013, pp. 92-102. 

[9] P. Von Rickenbach, R. Wattenhofer, and A. 

Zollinger, Algorithmic models of interference 

in wireless ad hoc and sensor networks, 

IEEE/ACM Transactions on Networking 

(TON), vol. 17, 2009, pp. 172-185. 

[10] T. M. Chiwewe and G. P. Hancke, A 

distributed topology control technique for low 

interference and energy efficiency in wireless 

sensor networks, Industrial Informatics, IEEE 

Transactions on, vol. 8, 2012, pp. 11-19. 

[11] H.Huang, G.Hu, F.Yu, and Z.Zhang, Energy-

aware interferencesensitive geographic routing 

in wireless sensor networks, Communications, 

IET, vol. 5, 2011, pp. 2692-2702. 

[12] M. A. Hassan and A. Chickadel, “A review of 

interference reduction in wireless networks 

using graph coloring methods,” International 

Journal on application of graph theory in 

wireless adhoc networks and sensor networks 

(GRAPHHOC), 2011, 58-67. 

[13] P. Cardieri, Modelling interference in wireless 

ad hoc networks, IEEE Communications 

Surveys & Tutorials, 2010; 12(4): 551-572. 

[14] T. M. Chiwewe, and G. P. Hancke, A 

distributed topology control technique for low 

interference and energy efficiency in wireless 

sensor networks, IEEE Transactions on 

Industrial Informatics, 2012; 8(1): 11-19. 

[15] Xiang Zeng, Rajive Bagrodia, and Mario 

Gerla. Glomosim: a library for parallel 

simulation of large-scale wireless networks. In 

PADS ’98: Proceedings of the twelfth 

workshop on Parallel and distributed 

simulation, Washington, DC, USA, IEEE 

Computer Society, 1998, pp 154–161. 

 

Author's Biography  

First A. Kakelli Anil Kumar is 

working as Associate Professor, 

Department of Computer 

Science and Engineering, Indore 

Institute of Science and 

Technology, Indore, Madhya 

Pradesh, India. He was received 

M. Tech degree in 2009 in Computer Science and 

Engineering with specialization of Software 

Engineering from Jawaharlal Nehru Technological 

University, Hyderabad, TS, India. He is currently 

working towards a Ph.D. degree at the Department 

of Computer Science and Engineering, Jawaharlal 

Nehru Technological University, Hyderabad, TS, 

India. His current research interests include protocol 

design, security, high quality data transmissions and 

cross layer design in wireless sensor networks, 

Mobile ad_hoc Networks, wireless communications 

and mobile computing. 

 

Second B. Dr. Addepalli VN 

Krishna is working as Professor 

and Head, Computer Science 

and Engineering department at 

Navodaya Institute Technology, 

Raichur, KA, India. He received 

Ph. D in 2010 at Department of 

Computer Science and engineering, Acharya 

Nagarjuna University, AP, India and M. Tech degree 

in 2001, at department of Computer Science and 

Engineering, Birla Institute of Technology, Mesra, 

Ranchi, India. He is having 24 years of teaching 

experience at under and postgraduate engineering 

level and guiding 6 Ph. D research scholars from 

reputed universities in India. He published 25 

research papers in national and international journals 

and 9 research papers in national and international 

conferences. His current research interest includes 

security algorithm design in wireless sensor 

networks, advanced key management algorithms for 

computer security and protocol design for    network 

security. 

 



Kakelli Anil Kumar et al. Int. Journal of Engineering Research and Applications        www.ijera.com 

ISSN: 2248-9622, Vol. 5, Issue 12, (Part - 3) December 2015, pp.34-38 

 www.ijera.com                                                                                                                                38 | P a g e  

Third C. Dr. K. Shahu 

Chatrapati is working as 

Associate Professor and Head 

of the Department, Computer 

Science and Engineering 

department at College of 

Engineering, Manthani, 

Jawaharlal Nehru Technological University, 

Hyderabad, TS, India. He is having 13 years of 

teaching experience at under and postgraduate 

engineering level and guiding 6 Ph. D research 

scholars from reputed universities in India. He 

published 15 research papers in national and 

international journals and conferences. He organized 

various conferences and workshops at JNTUCEM 

on ethical hacking, robotics with the collaboration of 

IIT Kharagpur and Advances in Computing and 

Networking sponsored by CSI. His current research 

interest includes Compilers, Theory of    Automata, 

and Distributed Computing. 

 

 

 

 

 


